
Information Security Policy

Cedar Group aim to protect the security, integrity, 
confidentiality and availability of all information under  
its control through the implementation of appropriate 
policies, procedures and controls through a management 
system certified to the ISO 27001 standard.

Cedar Group operates a business risk approach to the 
controls which are implemented and a risk treatment 
plan is documented and reviewed as required. There  
is a documented methodology for assessing risks and 
deciding levels of acceptable risk.

The management team at Cedar Group are committed to 
continued review and improvement to reduce the risk of 
security incidents and ensure continued contractual and 

legal compliance. A system is maintained for the setting 
and review of objectives for the continual improvement  
of the system.

To ensure that all staff, customers and third parties are 
aware of the company’s Information Security System, 
and their particular responsibilities within it, this policy  
is displayed and communicated publicly with  
awareness required.

The Cedar Group Board is committed to support the 
management of information security at all levels and shall 
ensure the necessary resources are made available.
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Signed:

Tony Manser, Managing Director

Last reviewed May 2016


